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Cyber security comprises of controls (covering people, process and technology) 

designed to protect systems, networks and data from digital attacks.

Stakeholders involved include:

✓ Air Traffic Control Systems

✓ Airport Operators 

✓ Airport Information Systems

✓ Aircraft operators

✓ Aircraft Systems

✓ Airport Tenants (Cargo, Duty Free, Catering, Ground Handling, etc…)

✓ Aircraft Manufacturers

✓ System Developers

✓ PEOPLE INVOLVED IN ALL THE ABOVE

Cyber Security is the collection of tools, policies, security concepts, security 

safeguards, guidelines, risk management approaches, actions, training, best 

practices, assurance and technologies that can be used to protect the cyber 

environment as well as organizations’ and users’ assets. It encompasses the 

protection of electronic systems from malicious attacks and the means by which 

the consequences of such attacks should be handled. 
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